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Table J.	5: Checklist for reviewing software design description

	Item No.
	Item
	Yes / No

	1
	Do the programming specifications fulfill the program objectives?
	

	2
	Have the common and shared functions been defined? 
	

	3
	Has each module of the SRS been included?
	

	4
	Have all the exception conditions been handled?
	

	7
	Is the design conforming to structured methodologies? 
	

	8
	Are there safeguards against data overflow?
	

	9
	Can the program specification be easily coded?
	

	10
	Have the loop termination conditions been properly taken care of? 
	

	11
	Are the nesting conditions conforming to standards?
	

	12
	Are the modules independent and self-sufficient?
	

	13
	Are the test plans developed?
	

	14
	Are the screen layouts, report layouts, and table and file usage in the program specifications identical to those specified in the SRS?
	

	15
	Have the error messages been defined? 
	

	16
	Are the program specifications consistent with the SRS process logic?
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This section provides checks for the design of the database to ensure that the database design conforms to the standards.
	

	17
	Was each entity transformed into a table?
	

	18
	Has each attribute been mapped to a field in the database table of the entity?
	

	19
	Has each key field been mapped to an index? 
	

	20
	Have all foreign keys been specified NOT NULL (if applicable)?
	

	21
	Are there any data integrity rules that violate the referential integrity rules of the relational database management system (RDBMS)? 
	

	22
	Have the triggers; events; objects, such as stored procedures and functions; and actions been defined where the RDBMS supports them?
	

	23
	Do all the views have a valid purpose?
	

	24
	Have the views that can be updated been correctly designed?  
	

	25
	Have the free space parameters been set depending on table size and table use? Has enough free space been specified?
	

	26
	Have stored procedures been designed for frequently executed transactions?
	

	27
	Have all the queries been analyzed to determine the most frequently used columns in the DISTINCT, GROUP BY, ORDER BY, and WHERE clauses?
	

	28
	Have all the created indexes been used?
	

	29
	Have the bottlenecks in meeting performance requirements been identified?
	

	30
	Does the database implicitly provide for locking?
	

	31
	Have time-outs for locks and sessions been optimized?
	

	32
	Have the roles and schemas been adequately defined to address the security issues?
	

	33
	Have privileges and authorities, data access control, etc., been implemented?
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