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Table F.1: Negative testing guidelines for screens

	Type of Entry
	Test Case Description
	Remarks

	Numeric values
	1. Should not allow entry of non-numeric characters.

2. Where only positive numbers are expected, a minus sign should not be allowed.

3. Where decimal numbers are expected, two decimal points should not be allowed.

4. Where whole numbers are expected, decimal points and fractions should not be permitted.

5. Since data types allow numbers up to their maximum capacity, software should check and limit the size of the value entered and prevent the user from entering numbers that are larger than the maximum expected.

6. When left blank, the software should store zero in the database or it should have routines to handle NULL. This should be checked.

7. Boundary values for ranges are likely to be in error.

8. Values are not initialized for the second iteration onward, especially after “save” operations. Always perform a second iteration for “save” operations with a different set of values.

9. Most common errors are in the results of computation operations. 

10. Division operations return an error condition when the denominator becomes zero or when both the numerator and the denominator become zero. Check for these conditions.
	Try to enter non-numeric values.


Enter numbers with a minus sign.



Try to enter a number with two decimal points.


Enter fractional numbers where integers are expected.


Enter a higher number of digits or very large numbers.






Leave fields blank and try to save the data.




Enter values just above and below the boundaries.

Check for proper default values when the screen is refreshed.





Check computation results manually.



Try to make the denominator zero.

	Alphanumeric values
	1. The software should check the size and limit it to a permitted value.

2. Where names of persons are expected, the software should ensure that numeric values are not entered.

3. These fields should not allow special characters, such as combinations with the Ctrl or Alt keys. Check if these combinations cause any issues.
	Enter longer data than is permissible.


Enter some numeric characters in name fields.



Enter some special characters in alphanumeric fields.

	Date values
	1. Check the consistency between the month and the date. For example, February can have either 28 or 29 days; March can have 31 days; April can have 30 days, etc. Sometimes programmers do not ensure the appropriate number of days in months.

2. If months are allowed to be entered as numerals, try more than 12 as the month number. It should be rejected.

3. If there is a “from date” and a “to date” in a screen, the “to date” should be later than the “from date.” Check to make sure this is so.

4. Check the validity of the year. For example, year “9999” should be rejected. Depending on the application, enter some invalid year values and see if the application rejects them.
	Enter inconsistent or invalid dates.







Enter invalid month numbers.




Enter higher “from date” than “to date.”




Try to enter 9999 as the year value.

	File and table operations
	1. Most of the time, empty table conditions are not handled by programmers of master table transactions. 

2. Another error commonly committed by programmers is to leave the tables or files in open conditions. This can cause failures if the same table or file is opened again. Check this condition.
	Empty the master table of all data and try to use the application.




Try to run the same data entry screen in sequence and see if the data is being saved properly and that the application does not abort.

	“Save” and “submit” events
	1. Sometimes programmers check for data validation in the “lost focus” event of the controls such as the text box and combo box. This can be checked by keeping the focus in the control but clicking the Save or Submit button to verify if data validation happens.
	After entering wrong data in a field, directly click the Save button. The validation should still be applied.

	Labels
	1. Labels should not be clickable unless they are links to a Web page. Ensure this is so.
	Click all labels and see if any action is caused.

	Delete buttons
	1. Whenever a “delete” action is initiated, the system should seek confirmation for deletion by displaying an appropriate message. Check if this is followed.

2. It should not allow a “delete” action when no item is selected for deletion. It should either display an error message or prevent initiation of the “delete” action.
	Try to delete some values and ensure that the confirmation message is displayed.




Set focus to blank data and click Delete button.

	Save and Submit buttons
	1. When any of the mandatory fields is blank, the system should return an error message. Check if this is happening.

2. When any field has a longer field width than permitted, the system should return an error message. Check if this is happening.
	Leave some mandatory fields blank and click on Save button.



Enter longer than permissible values in some fields and click on Save button.

	Lists
	1. When a list is empty, the system should not respond or should not go into an error condition if the list is clicked or double clicked.
	Click and double click on empty lists.

	Click or double click
	1. When areas that are not supposed to be clicked are clicked on, the system should not take any action or fail.
	Try to click randomly on areas of the screen not expected to be clicked, and check if anything happens or if the application fails.

	Multiple screen
	1. When applications allow multiple screens to be opened, open a few screens and check if it causes a failure.
	Open multiple screens and switch between them.

	Wrong key usage
	1. Press keys in combination with the Ctrl and Alt keys, and check if it causes any problems.

2. Press multiple keys at the same time and check if it causes any problems.
	Press C, Z, and D in combination with the Ctrl key and some keys with the Alt key.

Press multiple keys at the same time.
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